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Abstract: Public finance transparency has become central to economic modernisation, fiscal accountability, and 
anti-corruption reform in transitional economies. With the emergence of distributed ledger technologies (DLTs), 
blockchain systems have been increasingly explored as instruments to improve auditability, reduce information 
asymmetry, and strengthen institutional trust between state, business, and society. This article develops a 
comparative analysis of blockchain adoption in public finance across four transitional or post-socialist economies: 
Uzbekistan, Estonia, Georgia, and Kazakhstan. Drawing on political economy frameworks, digital governance 
studies, and blockchain technical literature, it examines the potential and constraints of distributed ledger 
innovation in procurement, budgeting, treasury operations, registries, and asset disclosure systems. The analysis 
shows that blockchain adoption is not solely a technological issue but an institutional one, shaped by state 
capacity, bureaucratic incentives, regulatory ecosystems, and pre-existing digital infrastructure. While Estonia 
demonstrates advanced institutional integration of blockchain-based infrastructure, Georgia and Kazakhstan 
illustrate intermediate pathways of digital governance with selective blockchain pilots, and Uzbekistan represents 
an emerging adopter with rapid digital modernisation but slow blockchain deployment in fiscal functions. The 
article concludes that blockchain-based transparency reforms in transitional economies require a coordinated 
approach linking governance, data interoperability, legal reform, and administrative incentives rather than 
technology alone. 

 

Keywords: Blockchain, transparency, public finance, decentralisation, corruption, digital governance, transitional 
economies, Uzbekistan, Estonia, Georgia, Kazakhstan. 

 

Introduction: Public finance management (PFM) plays 
a fundamental role in economic governance, 
determining how state resources are allocated, spent, 
and audited. In transitional economies, where legacies 
of central planning, administrative opacity, and 
informal practices persist, fiscal transparency reforms 
have become critical to modernisation agendas. Over 
the past decade, the digital transformation of 
governments—including e-procurement, digital 
budgeting, treasury automation, and fiscal analytics—
has been widely recognised as a pathway to strengthen 
accountability and reduce corruption risks (OECD, 
2020; World Bank, 2023). 

Blockchain technology has entered this debate as a 
potential instrument for enhancing transparency, 
ensuring tamper-resistant audit trails, and reducing 
information asymmetry between state agencies, 
private firms, and society (Peters & Panayi, 2016). 
Advocates argue that blockchain can embed 
compliance into code, automate financial reporting, 
and enable immutable record-keeping, thereby 
constraining opportunities for rent-seeking and 
discretionary manipulation in the execution of public 
budgets and procurement (Atzori, 2017). Critics 
counter that blockchain’s governance implications are 
poorly understood and that technological determinism 
cannot substitute for institutional reforms (Kelman, 
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2020). 

Transitional economies provide a compelling context 
for exploring these tensions. Since the 2000s, states 
such as Estonia and Georgia have implemented digital 
governance reforms with recognised success, while 
Kazakhstan and Uzbekistan have accelerated e-
government development as part of broader 
modernisation and competitiveness strategies. Yet 
blockchain adoption varies widely across these 
countries, raising questions regarding the institutional 
preconditions for effective implementation. 

This article investigates the prospects of blockchain for 
public finance transparency in Uzbekistan in 
comparative perspective with Estonia, Georgia, and 
Kazakhstan. By integrating political economy theory, 
digital governance scholarship, and blockchain 
technical literature, it seeks to assess not only whether 
blockchain could improve transparency but under what 
institutional conditions it can effectively function in 
fiscal domains. 

LITERATURE REVIEW  

Blockchain literature spans cryptography, economics, 
organisational theory, and governance. Early 
contributions focused on technical primitives such as 
distributed consensus, hash functions, and Byzantine 
fault tolerance (Narayanan et al., 2016). Subsequent 
work extended blockchain’s relevance to financial 
markets, supply chains, digital identity, and public 
administration (Peters & Panayi, 2016; Berryhill, 
Bourgery, & Hanson, 2018). 

From a public finance perspective, three theoretical 
strands are particularly relevant: 

(1) Principal-Agent Problems and Information 
Asymmetry 

Public finance involves multiple principal-agent 
relationships between taxpayers, bureaucrats, 
politicians, and firms. Information asymmetry can 
enable misuse of funds, hidden liabilities, or 
procurement fraud (Rose-Ackerman, 1999). Blockchain 
is theorised to reduce asymmetry by creating auditable 
and shared ledgers. 

(2) Political Economy of Corruption and Rent-Seeking 

Corruption arises when bureaucrats or political actors 
exploit positions for private gain (Bardhan, 1997). 
Procurement, subsidies, and state-owned enterprises 
often constitute high-risk sectors. Immutable audit 
trails may constrain discretionary manipulation, though 
political incentives ultimately determine compliance. 

(3) Digital Governance and State Capacity 

Digital transformation literature highlights the 
importance of administrative capacity, data 

governance, legal frameworks, and interoperability for 
successful implementation (Dunleavy et al., 2006; 
OECD, 2020). Blockchain cannot substitute for weak 
institutions; it depends on them. 

Empirical studies reveal mixed results regarding 
blockchain in government. Estonia has implemented 
distributed ledger mechanisms (KSI blockchain) to 
secure public registries and audit sensitive datasets 
(Martens, 2010). Georgia adopted blockchain for land 
registration with Bitfury (Bitfury Group, 2017). 
Kazakhstan has introduced digital identity and pilot DLT 
systems in finance (Astana Financial Services Authority, 
2021). International organisations have explored 
blockchain for public procurement and fiscal analytics, 
though large-scale fiscal deployment remains limited 
(World Bank, 2023). 

The literature suggests blockchain’s value is conditional 
rather than universal. Institutional incentives, 
bureaucratic norms, and governance structures 
determine whether technology enhances transparency 
or merely digitalises opacity. 

METHODOLOGY  

This study adopts a qualitative comparative 
methodology grounded in interpretive institutional 
analysis. Four criteria guided country selection: (1) 
transitional or post-socialist legacy, (2) active digital 
governance agenda, (3) relevance of transparency 
reforms, and (4) availability of credible data. 

Data sources include academic literature, government 
strategy documents, international reports (OECD, 
World Bank, IMF, UNDP), industry white papers, and 
public procurement/e-government indicators. The 
analysis focuses on five public finance domains with 
blockchain applicability: 

1. Procurement and contracting 

2. Budgeting and treasury 

3. Public registries 

4. State-owned enterprises (SOEs) 

5. Asset disclosure and anti-corruption 

Institutional feasibility is assessed across four 
dimensions: 

• Administrative capacity 

• Legal/regulatory framework 

• Digital infrastructure 

• Political incentives 

Public Finance and Digital Modernisation in 
Uzbekistan 

Uzbekistan has undergone rapid digital modernisation 
since 2017 as part of broader administrative, economic, 
and anti-corruption reforms. Key initiatives include the 
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development of the “Digital Uzbekistan 2030” strategy, 
expansion of e-government services, modernisation of 
procurement (via xarid.uz), and partial fiscal 
transparency improvements in budget execution and 
state-owned enterprises (Ministry for Digital 
Technologies of Uzbekistan, 2021). 

While procurement transparency has improved, fiscal 
governance still exhibits challenges consistent with 
transitional contexts: SOE dominance, opaque 
subsidies, difficulties in monitoring quasi-fiscal 
activities, and weak audit trails. International 
institutions have encouraged fiscal discipline, PFM 
reform, and reduction of informal rent-seeking (World 
Bank, 2022). 

Blockchain adoption in Uzbekistan’s public finance 
remains limited. While interest exists in distributed 
ledger applications for digital identity, supply chain 
traceability, and capital market infrastructure, no large-
scale fiscal DLT system has been deployed. This 
contrasts with accelerated digitisation in payments, 
fintech, and public services, suggesting blockchain’s 
adoption lag stems not from technological constraints 
but institutional and regulatory sequencing. 

Institutionally, Uzbekistan’s modernisation prioritises 
digitisation before decentralisation. Blockchain, which 
embeds decentralised auditability, aligns with long-
term transparency objectives but may conflict with 
current administrative incentives premised on 
centralised data control. 

Comparative Experiences 

1 Estonia 

Estonia represents a global benchmark in digital 
governance. Its e-government ecosystem covers 
identity, health records, taxation, procurement, and 
public registries. Core infrastructure is secured using 
KSI blockchain, a hash-linked system providing tamper-
evident audit trails rather than cryptocurrency-
oriented consensus (Martens, 2010). Blockchain 
ensures that state officials cannot alter records covertly 
without detection. 

For public finance, Estonia demonstrates three lessons: 
(1) blockchain complements—not substitutes—robust 
administrative capacity; (2) legal harmonisation and 
interoperability precede blockchain deployment; and 
(3) decentralised auditability increases trust in 
government without diminishing state authority. 

2 Georgia 

Georgia implemented blockchain for land cadastre 
transparency in cooperation with Bitfury, reducing 
disputes and informal transactions (Bitfury Group, 
2017). Georgia also rapidly expanded e-procurement 
(tenders.procurement.gov.ge), credited for reducing 

corruption risks (OECD, 2020). While blockchain 
adoption remains sector-specific, Georgia’s anti-
corruption reform trajectory shows willingness to 
integrate technological transparency mechanisms. 
Political incentives in Georgia favour open institutional 
signalling to international investors and donors. 

3 Kazakhstan 

Kazakhstan has pursued digital government reforms 
(Digital Kazakhstan 2020) and fintech modernisation 
via the Astana International Financial Centre, which 
also serves as a regulatory sandbox for digital assets 
and DLT (AIFC, 2021). Blockchain pilots have been 
tested in public registries, identity, and financial 
infrastructure. Kazakhstan faces similar political 
economy constraints to Uzbekistan—SOE dominance 
and quasi-fiscal opacity—but exhibits more 
experimentation in technological regulatory 
frameworks. 

Blockchain Use Cases in Public Finance 

Across the four cases, five PFM use cases emerge: 

(1) Public Procurement 

Procurement constitutes a major corruption risk in 
transitional economies due to asymmetric information, 
discretion, and limited auditing. Blockchain could 
enable immutable tender records, bid histories, 
contract execution, and payment verification (Kelman, 
2020). Georgia and Estonia already digitalised 
procurement, while blockchain integration remains 
exploratory. 

(2) Budgeting and Treasury 

Blockchain-based treasury could create real-time 
expenditure tracking and automated reconciliation. 
Estonia has digital budgeting but without full DLT 
deployment. For Uzbekistan and Kazakhstan, treasury 
remains partially digitised, suggesting blockchain 
adoption would require sequencing: modernisation → 
interoperability → DLT. 

(3) Public Registries 

Estonia uses blockchain-secured registries for property, 
identity, and health. Georgia uses blockchain for 
cadastre. Registry integrity is crucial for taxation and 
fiscal risk management. Uzbekistan digitised several 
registries (business, property), but blockchain could 
strengthen auditability. 

(4) State-Owned Enterprises (SOEs) 

SOEs in Uzbekistan and Kazakhstan generate major 
fiscal risks through opaque subsidies and contingent 
liabilities. Blockchain could provide transparent 
reporting, compliance automation, and monitoring of 
quasi-fiscal operations. However, this challenges 
entrenched bureaucratic interests. 



International Journal of Management and Economics Fundamental 

 

56 https://theusajournals.com/index.php/ijmef 

International Journal of Management and Economics Fundamental (ISSN: 2771-2257) 
 

 

(5) Asset Disclosure and Anti-Corruption 

Blockchain could secure asset declarations of public 
officials, reducing data manipulation. Estonia’s trust-
based governance reduces need for such mechanisms, 
while Georgia and Kazakhstan exhibit stronger anti-
corruption incentives. Uzbekistan gradually expands 
declaration requirements, indicating future relevance. 

Political Economy Constraints and Feasibility 

Blockchain’s transparency benefits challenge 
bureaucratic discretion and informal rents. 
Consequently, feasibility depends on political 
incentives rather than technological readiness. 
Transitional economies with strong anti-corruption 
signalling (Georgia, Estonia) have higher adoption 
incentives than economies where transparency 
reforms may undermine vested interests. 

Institutionally, blockchain requires: 

• High administrative capacity 

• Digital identity infrastructure 

• Harmonised data standards 

• Legal frameworks 

• Independent auditing bodies 

Estonia satisfies all criteria; Georgia satisfies most; 
Kazakhstan and Uzbekistan remain partial adopters. 

Policy Implications for Uzbekistan 

Uzbekistan’s digital modernisation trajectory suggests 
blockchain should be sequenced after: 

1. Procurement and treasury digitalisation 

2. Interoperability standards for registries 

3. Legal reforms for digital evidence and data 
governance 

4. Capacity building for auditors and regulators 

Priority areas include blockchain-based procurement 
audit trails, SOE reporting transparency, and registry 
integrity. International cooperation with Estonia and 
Georgia could accelerate institutional learning. 

DISCUSSION 

The comparative findings indicate blockchain’s 
contribution to transparency is conditional and 
institutional rather than deterministic. Estonia shows 
blockchain embedded within a high-capacity state can 
enhance integrity without destabilising bureaucracy. 
Georgia demonstrates selective deployment aligned 
with anti-corruption incentives. Kazakhstan illustrates 
experimentation in regulatory frameworks but limited 
fiscal integration. Uzbekistan represents a reforming 
state with strong modernisation impetus but limited 
blockchain deployment due to sequencing, institutional 
capacity, and political incentives. 

Blockchain’s transformative potential lies not in 
decentralisation but in verifiable, tamper-evident state 
data governance. For transitional economies, the core 
question is not technological feasibility but whether 
political and bureaucratic actors will accept 
transparency-enhancing constraints. 

CONCLUSION 

This article argued that blockchain can enhance public 
finance transparency in transitional economies under 
specific institutional conditions. Comparative analysis 
of Uzbekistan, Estonia, Georgia, and Kazakhstan shows 
that blockchain-based transparency reforms depend 
on digital infrastructure, state capacity, legal 
harmonisation, and political incentives. Uzbekistan 
stands to benefit from blockchain integration but must 
address sequencing and governance prerequisites. 
Ultimately, blockchain should be conceptualised not as 
a disruptive instrument of decentralisation but as a 
complementary mechanism of institutional trust-
building in fiscal governance. 
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